1. Company Details
This form collects data from organizations seeking certification for ISMS and/or PIMS. It helps NSAI tailor its certification proposal to your legal, regulatory, and operational context.
	Organisation Name:
	

	Organisation Address:
	

	Contact Name: 
	

	Contact Function/role:
	

	Telephone: 
	

	Email:
	

	Website URL:
	

	What does your organisation do: 
	

	Legal/Regulatory Obligations:
	



1.1 Certification Standards

Please select the standards you are applying for:
	☐ IS EN SO/IEC 27001:2023
	☐ ISO/IEC 27701:2021
Acting as: ☐ Processor of PII  ☐ Controller of PII


1.2 Scope

Please select the standards you are applying for:
	☐ Full Organization
	☐ Partial Scope (please describe):

	☐ Use of consultant(s)
	☐ Transfer from another certification body



1.3 Exclusions & Justifications

Statement of Applicability (SoA) in place:	 ☐ Yes 	☐ No
If so, please attach it to this submission
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GUARDED

GUARDED

This document is for NSAI internal use only unless authorised by the Quality Officer or Director of Certification
Technical Landscape & Risk Profile
Processes, Sites & Personnel
List processes below
	Core processes (list below)
	Outsourced processes (list below)

	



	


Please include information on the main activities, staff numbers, and work patterns for each site within the scope. When reporting staff numbers, group them by employees who perform repetitive tasks and those who have limited access to business-critical systems. Include a section of the below for each site. Virtual status is applicable where all activities of the organisation are conducted remotely.
	Site Number
	Site address
	Permanent/ Temporary/Virtual
	Activity
	Employee number (FTE)
	Work pattern (shift)

	HQ
	
	Permanent
	
	
	

	01
	
	
	
	
	

	02
	
	
	
	
	

	03
	
	
	
	
	



	Multisite management
	☐ Same ISMS across all sites 
☐ Centralised management review programme
☐ Centralised internal audit programme


	Other Management Systems
	Existing Certifications:

☐ ISO 9001
☐ ISO 14001
☐ ISO 45001
☐ Other: 
	Integration Status between existing certification and the ISMS:

☐ Documentation, policies and processes
☐ Management reviews, support and responsibilities
☐ Internal audits
☐ Objectives
☐ Improvement processes



Risk factors related to business, organisation and IT environment 
	Type(s) of business and regulatory requirements
	Choose an item.
	Process and tasks
	Choose an item.
	Level of establishment of the management system
	Choose an item.


	IT infrastructure complexity
	Choose an item.
	Dependency on outsourcing and suppliers, including cloud services
	Choose an item.
	Information system development
	Choose an item.


Applicant Signature
I confirm that to the best of my knowledge the above information is a true account:
	Signed:
	
	Date:
	Click or tap to enter a date.	Please submit by email to certification@nsai.ie 
Or Post: NSAI, Certification, 1 Swift Square, Northwood, Santry, Dublin 9, Tel: 01 807 3800
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